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Are you experiencing high volumes of
theft and abuse? Are you’re current
security systems not sufficient enough
to tackle these incidents of theft?

Veesion is a game changer. It's peace of mind
for the staff and it's a helpful tool for security.
It's the best investment to put your money in.
Chris,, Mayberry Garden Centre

Advances in technology and software mean that surveillance systems and new technology can pose an increased risk to people’s privacy. If you are thinking of implementing new
technology such as (CCTV, Face Watch, AI, Body or dash camera’s, behavioural analytics, or Biometric data ) that processes personal data, and identifies individuals, you need to do so in
compliance with the UK’s Data Protection Regulations (UK GDPR & DPA 2018). As a data controller you should ensure that you are*; Registered as a data controller with the UK Regulator
the ICO (www.ico.org.uk) / Have a lawful basis for processing the data and if you are processing criminal activity data you also need to identify a special condition for processing this data.
/Complete a Data Privacy Impact Assessment to assess the risks and impacts on the interest and rights and freedoms of individuals and to document why the processing of the data is
justified as fair, necessary, and proportionate and addresses a particular need. The capture of personal data should not be excessive and only processed for a specific purpose. / Provide
sufficient privacy information to individuals such as signage, indicators, warnings and have a readily available privacy notice. / Have appropriate retention and disposal policies in place for
any data that you collect. / Be able to retrieve and process the data for subject access requests or onward disclosure where necessary. Also, ensure you can efficiently blur or mask video
footage where more than one person can be identified (in the event of a subject access request from one person). / Keep any data you have collected secure. / Ensure your teams are trained
to deal with the technology and outcomes because of processing the personal data. / That you adhere to any relevant codes of practice such as the Surveillance Camera code of practice.
The Biometrics and Surveillance Camera Commissioner (BSCC) offers a buyer’s toolkit to assist you if thinking about these systems Surveillance Camera Commissioner’s Buyers Toolkit
(publishing.service.gov.uk) 
*List non exhausted, please seek your own legal advice

DETECT THEFT, 
IN REAL TIME
START PROTECTING 
YOUR GOODS !

WITH CODE
BOOKERVEE15

4,000+ customers
10+ detectable suspicious gestures
Comprehensive real-time dashboard

http://www.ico.org.uk/
https://assets.publishing.service.gov.uk/media/5b080850ed915d5f767b868a/MVP_v5.1_for_SCC_sign_off.pdf
https://assets.publishing.service.gov.uk/media/5b080850ed915d5f767b868a/MVP_v5.1_for_SCC_sign_off.pdf

